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SUMMARY 

In June 2005, the Massachusetts Port Authority (“Massport”) acted to prohibit 

Continental Airlines (“Continental”) from installing and using antennas to provide wireless 

Internet service to its customers and employees at Boston’s Logan Airport. Massport based its 

actions on provisions in the lease agreement between Continental and Massport. After the 

parties were unable to resolve the dispute, Continental petitioned the Commission to issue a 

declaratory ruling that Massport’s actions are barred and preempted by the Commission’s Over- 

the-Air Reception Devices (“OTARD”) rules. The Air Transport Association of America, Inc. 

(“ATA”) urges the Commission to grant Continental’s petition and declare that federal law 

preempts any efforts by airport authorities such as Massport to prohibit or otherwise restrict the 

ability of airlines to install and use antennas to receive and transmit wireless signals for their own 

use and the use of their customers. 

Continental is by no means the only airline that relies on fixed antennas to provide 

wireless services to its customer and employees. To the contrary, several of ATA’s members 

operate or provide access to Wi-Fi hotspots and other wireless technologies using unlicensed 

spectrum at numerous airports across the nation. ATA members’ operation and provision of 

unlicensed wireless services supply numerous benefits to both airline customers and employees, 

in addition to directly improving airline operations. As such, many ATA members have plans to 

greatly expand deployment of unlicensed wireless technologies in airports across the nation. 

Unfortunately, the problems that Continental and other airlines are facing at Logan 

Airport are occurring with increasing frequency in airports across the country. Indeed, many 

airport authorities have imposed, or are seelung to impose, restrictions on the installation and use 
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of unlicensed wireless technologies that are the same or similar to those imposed by Massport - 

to the detriment of ATA’s members and their customers. These actions effectively deprive 

airline customers of a choice among competing providers and in some cases of wireless Internet 

access at all; and they severely threaten airlines’ ability to operate efficiently and effectively on a 

daily basis and during times of emergency. 

The Commission clearly possesses the authority to grant Continental’s petition and 

declare that federal law preempts Massport’s actions and similar actions by other airport 

authorities around the country. The Communications Act of 1934, as amended, grants the 

Commission the exclusive authority to regulate all issues relating to radio frequency emissions, 

including resolving disputes about the use of unlicensed wireless devices, such as fixed wireless 

antennas in multi-tenant environments. Massport’s and other airport authorities’ actions violate 

both the Commission’s OTARD rules and its rules and policies governing the use of unlicensed 

spectrum. In addition, these actions are completely at odds with the Commission’s policies 

favoring competition in the market for Internet and telecommunications services. Allowing such 

restrictions to stand would create a dangerous precedent undermining the Commission’s recently 

adopted Policy Statement regarding the open and interconnected nature of the public Internet. 

The Commission should act quickly to grant Continental’s petition and unequivocally 

declare that Massport’s and other airport authorities’ limitations on the ability of ATA’s member 

airlines to deploy unlicensed wireless networks for their own use and use by their customers 

violate the Commission’s rules and thus are unlawful. 

.. 
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Devices (OTARD) Rules ) 

COMMENTS OF 
THE AIR TRANSPORT ASSOCIATION OF AMERICA, INC. 

Pursuant to 47 C.F.R. $9 1.415 and 1.419, the Air Transport Association of America, Inc. 

(“ATA”)” submits these comments on the petition for declaratory ruling filed by Continental 

Airlines (“C~ntinental”).~’ Continental’s petition requests that the Commission determine that 

- ’/ 

ATA members transport more than ninety percent of all passenger and cargo traffic in the United 
States. ATA’s members are: ABX Air, Inc., Alaska Airlines, Inc., Aloha Airlines, Inc., 
American Airlines, Inc., America West Airlines, ASTAR Air Cargo, Inc., ATA Airlines, inc., 
Atlas Air, Inc., Continental Airlines, Inc., Delta Air Lines, Inc., Evergreen International Airlines, 
Inc., FedEx Corporation, Hawaiian Airlines, JetBlue Airways Corp., Midwest Airlines, inc., 
Northwest Airlines, Inc., Southwest Airlines Co., United Airlines, U P S  Airlines, and US 
Airways, Inc. ATA’s associate members are: Aeromexico, Air Canada, Air Jamaica. and 
Mexicana. 

ATA is the principal trade and service association of the U.S. scheduled airline industry. 

See Petition of Continental Airlines, Inc. for a Declaratory Ruling, filed July 7, 2005 - 2’ 

(“Continental Petition”); Supplement to Petition of Continental Airlines, Inc. for a Declaratory 
Ruling, filed July 19, 2005 (“Supplemental Petition”). See also “OET Seeks Comment on 
Petition from Continental Airlines for Declaratory Ruling Regarding Whether Certain 
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certain restrictions imposed by the Massachusetts Port Authority (“Massport”) on the installation 

and use of antennas to create Wi-Fi hotspots at Boston-Logan International Airport (“Logan 

Airport”) are prohibited under the Commission’s Over-the-Air Reception Devices (“OTARD”) 

rules.’/ For the reasons discussed below, ATA supports Continental’s petition, and asks the 

Commission to declare that Massport’s restrictions. and similar restrictions at other airports, 

prohibiting airlines from installing and utilizing antennas for the reception and transmission of 

wireless signals for their own use, and use by their customers, are preempted by federal law.4’ 

I. ATA’s Members Rely on, and Their Customers Expect, Wi-Fi Hotspot Services and 
Other Unlicensed Wireless Technologies in Airports Throughout the Country 

Continental is by no means the only airline to make use of unlicensed wireless 

technologies for its own and its customers’ needs. Several ATA members operate or provide 

access to Wi-Fi hotspots and other wireless technologies using unlicensed spectrum at numerous 

airports around the United States.5’ ATA’s members operate or provide Wi-Fi hotspots in their 

Restrictions on Antenna Installation Are Permissible under the Commission’s Over-the-Air 
Reception Devices (OTARD) Rules,” Public Notice, DA 05-2213 (rel. July 29, 2005). 

- See 47 C.F.R. $5 1.2, 1.4000(e). 

Although Continental’s petition focuses primarily on Massport’s efforts to prohibit 
Continental’s use of fixed antennas for the provision of Wi-Fi Internet access, ATA requests that 
any Commission ruling on the petition make clear that such prohibitions are unlawful regardless 
of whether they relate to Wi-Fi or other unlicensed wireless technologies operating under Part 15 
of the FCC’s rules. See 47 C.F.R. 9 15.1 et seq. Examples of such technologies include, but are 
not limited to, WiMAX, Bluetooth, proprietary point-to-point wireless links, wireless 
microphones and headsets, radio frequency identification (RFID) systems, proprietary wireless 
backhaul solutions (such as Motorola’s Canopy). legacy 802.11 frequency hopping (FH) systems, 
cordless telephones, wireless smoke detectors, wireless cameras, wireless RS-232 links, and lone 
worker emergency notification systems. 

- 41 

Appendix A provides a list of some, but not all, U.S. airports where ATA’s members 
operate or provide access to Wi-Fi hotspots or other unlicensed wireless technologies. 
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airport lounges and in other waiting areas frequented by airline customers.“l Wi-Fi hotspots in 

airport lounges and waiting areas provide numerous benefits to airline customers, many of whom 

travel extensively and need reliable access to the Internet. Wi-Fi hotspots fill this need and 

enhance airline customer service and convenience by providing Internet access that is fast, easy 

to use, and secure. For example, at Logan Airport, some airlines have chosen to deploy T- 

Mobile hotspots that are supported by a full TI connection, which enables the transmission of 

information at a speed up to 1.544 Mbps. Such fast transmission speeds allow airline customers 

to quickly download large files, such as documents in PDF format or containing large graphics or 

charts, and also enable painless access to corporate intranet applications. High-speed Wi-Fi 

hotspots also furnish a highly convenient method of using virtual private networks to allow 

uninhibited access to internal corporate networks, a vital need for many business travelers. Such 

hotspots are thus essential for airline customers who must remain in contact with their employers 

and have access to documents while traveling. Indeed, because of the need to arrive early at 

airports for security screening, airports have become our customers’ virtual offices. 

At the same time, airline customers can also use Wi-Fi Internet access to obtain current 

information such as news, weather, and flight information that will affect their travel plans and 

use additional Internet services such as instant messaging and voice over Internet protocol 

(“VoIP”) while they are waiting for flights. Our customers have come to expect airlines to 

provide Wi-Fi service at airports. Indeed, one of ATA’s members reports that Wi-Fi usage by its 

customers (measured as unique user IDS) increased approximately 107 percent during the past 

year alone. Given this growing demand, several ATA members have plans nn place IO expand 

In some airports, ATA’s members have installed such networks on their own; in others - 61 

they have pai-tnered with an underlying service provider. 
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significantly their airport Wi-Fi services. For example, one airline is creating Wi-Fi hotspots in 

all of its international airport lounges and expects to complete rollout by the end of 2006. 

In addition to providing fast and convenient wireless Internet access, ATA members also 

deploy Wi-Fi and other unlicensed wireless technologies to facilitate key customer services. For 

example, at many airports, ATA members have established self-serve ticket kiosks that allow 

customers to check-in and obtain boarding passes quickly for flights. Many ticket kiosks employ 

Wi-Fi or other wireless technologies that make use of unlicensed frequency bands. ATA expects 

airlines to increase their use of ticket kiosks and wireless connectivity for innovative customer 

services. 

ATA wishes to emphasize, however, that its members’ use of Wi-Fi and other unlicensed 

wireless technologies reaches far beyond meeting the needs of their customers. In recent years, 

airlines increasingly have come to rely on the use of such technologies to meet their own 

business communications needs. For example, airline employees routinely use Wi-Fi networks 

at airports to access the Internet, intranets, e-mail, and other programs that are necessary for them 

to communicate with each other effectively and efficiently. In addition, airlines frequently use 

Wi-Fi systems to fulfill basic communications needs during periods of irregular operations (e.g. , 

weather delays or times of emergency). In these circumstances, some airlines deploy mobile 

check-in kiosks, PDAs to board and reboard passengers, and wireless security screening 

equipment. Some airlines also use unlicensed wireless technologies to track baggage, access 

maintenance information, and upload flight manifest, fuel, and other critical flight data to cockpit 

crews. With increasing frequency, these basic operational functions are performed with 

handheld scanning and communications devices that rely on wireless connectivity. Additional 

examples of existing or planned airline use of Wi-Fi and other unlicensed wireless technologies 
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include curbside check-in and baggage check, communications with cockpit crew, mobile gate 

equipment communications, flight crew “ready room” flight preparation, cargo parcel and U.S. 

mail tracking, ramp asset tracking, cargo loading tracking and assistance (by establishment of an 

Automated Scale Interface), and support services such as wheelchair dispatch, unaccompanied 

minor service, medically required oxygen distribution, and cabin service warehouse 

management. Finally, some airlines use unlicensed wireless systems, including Wi-Fi, to comply 

with the Transportation Security Administration’s Positive Passenger Baggage Matching security 

directive, which requires airlines to ensure that a passenger’s checked baggage does not travel on 

an aircraft unless the passenger has boarded the flight. 

In addition to the many conveniences that these uses of Wi-Fi and other unlicensed 

wireless technologies provide to ATA’s members, there are substantial cost savings and 

efficiencies realized by utilizing such technologies. Implementing wireless networks in airport 

environments is often significantly less expensive than building wired networks. By leveraging 

Wi-Fi technologies, airlines can reduce their total network infrastructure costs. Wi-Fi 

technologies also can eliminate the need for legacy third-party data and communications 

networks (such as those provided by SITA and ARINC) and allow for less costly, more efficient 

data processing. The flexibility that Wi-Fi technologies provide in particular enhances 

efficiency. For example, Wi-Fi systems give mobile personnel access to information outside 

their immediate work areas and improve communications to reduce manual operations and 

errors. Finally, Wi-Fi systems also allow airlines flexibly to deploy equipment to address 

irregular operations during weather delays and times of emergency. 
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11. Massport’s and Other Airport Authorities’ Restrictions Have Had a Substantial 
Negative Impact on Airline Customer Satisfaction and Airline Operations 

Not surprisingly, the recent efforts by Massport to restrict the ability of airlines to deploy 

unlicensed wireless technologies at Logan Airport have hurt airline customers, as well as the 

airlines’ own daily operations. Airline customers who have come to rely on the availability of 

wireless Internet service in Continental’s airport lounge have no choice but to pay an extra fee to 

AWG to access a Wi-Fi nelwork at Logan Airport. Understandably, customers are angered and 

confused, and have lodged numerous complaints.” But Continental is not the only airline at 

Logan Airport whose ability to deploy Wi-Fi technologies is being curtailed by Massport. At 

least one other airline has requested approval by Massport to deploy a Wi-Fi network in its 

airport lounge, but as of the filing date for these comments has not received any response from 

Massport. Another airline has been forced by Massport’s actions to install wired Internet access 

in its airport lounge, and as a result has seen usage drop over 30 percent (in terms of unique user 

IDS). In addition, wired Internet access can support only a limited numbcr of simultaneous users 

at pre-determined, fixed locations. This poses a significant problem in the airport lounge 

environment, where usage can peak quickly before flights. Further, many airline lounges have 

conference facilities that host large, group meetings that need Internet access but may require 

additional equipment if wireless access is not available. A lack of readily available access by 

passengers to unlicensed wireless technologies negatively affects airline customer retention and 

impairs the consistency of airline services across airline networks. 

See, e.g., Peter J.  Howe, Massport Criticized for  WiFi Slzutdowrzs, The Boston Globe, TI  

Aug. 10, 2005 (“I was outraged.. . .You have to conclude Logan would like to have a monopoly 
on [Wi-Fi] service.”). 



Moreover, the problems that Continental and other airlines are facing at Logan Airport 

are occurring at airports throughout the country, as airport authorities scek to monopolize 

wireless access. Several other airport authorities have imposed, or are seeking to impose, 

restrictions that are the same as or similar to those imposed by Massport. Some of these 

restrictions involve outright bans on the installation of Wi-Fi equipment; others achieve the same 

outcome in the form of permits that contain clauses that require airlines to remove their Wi-Fi 

networks if the airport authority decides to install its own central Wi-Fi antenna(s). Still others 

involve more specific, site-based limitations on the use of Wi-Fi technologies. For example, at 

least one airport authority will no longer allow an ATA member to install its own Wi-Fi systems 

in its ramp areas to track baggage. Another airport authority has blocked repeated attempts by an 

ATA member since early 2002 to install a Wi-Fi system for the airline’s own internal use on a 

cargo ramp area. Several other airports have ordered another airline to remove Wi-Fi networks 

the airline historically has used for curbside check-in. Finally, a number of airport authorities 

have published, or announced their intention to publish, certain other policies that clearly are 

intended to restrict airlines’ use of Wi-Fi hotspots and other unlicensed wireless technologies. 

Given these widespread and growing efforts to limit or prohibit airlines’ use of wireless 

technologies using unlicensed spectrum, it is vital that the FCC act quickly and decisively to 

declare all such restrictions contrary to law. 

In support of their unlawful conduct, Massport and other airport authorities have baldly 

claimed only nonspecific and unsubstantiated public safety concerns. For example, as 

Continental noted previously, Massport has claimed that Continental’s provision of Wi-Fi 

service in its customer lounge poses a “potential threat” to “critical public safety 

communications by the State Police, the Transportation Security Administration, and the 
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Authority,”” without providing any specific information about the nature of that threat. Other 

airport authorities have expressed similarly vague, undocumented concerns in support of their 

own restrictive efforts. It is quite clear, however, that the motivation for these unsupported 

actions is to increase airport revenues by effectively monopolizing the provision of Wi-Fi and 

other unlicensed wireless services. Indeed, when viewed in the context of airport industry trade 

press articles promoting wireless services as a revenue generator for airports,’/ Massport’s 

demand that all Logan Airport tenants discontinue use of their own Wi-Fi systems and instead 

subscribe to AWG (with whom it appears that Massport has contracted)’0/ demonstrates that this 

is the case. 

111. Massport’s and Other Airport Authorities’ Restrictions on Airlines’ Use of 
Unlicensed Wireless Technologies Are Preempted by Federal Law 

There can be no doubt as a matter of law that the Commission possesses the authority to 

grant Continental’s petition and declare that Massport’s actions, and similar actions by other 

airport authorities around the country, are preempted by federal law. The Communications Act 

of 1934, as amended, (“the Act”) grants the Commission the exclusive authority to regulate all 

issues relating to radio frequency emissions. Among other provisions of the Act, sections 2, 301, 

See Continental Petition at 4. - 81 

See, e.g., Jodi Richards, Robust Growth: ATL Prepares for the,future with iiivestineiits in 21 

teclzrzology, infrastructure, Airport Business Magazine, available at 
http://ai~portbusiness.cygnus.proteus.com/article/a~icle.jsp?id=1183&siteSection= 1 (last visited 
Sept. 14, 2005) (Establishing a central airport wireless backbone will “be a revenue generator”; 
“the tenants will actually pay us to be on the backbone, and we have ways of forcing them on”; 
“What we want is a piece of the traffic.”). 

1 o/ - 

visited Sept. 13,2005) (“Massport may extend the Wi-Fi service to encompass all of the 
Massport property. inciuding, the USS Constitution Marina, the East Boston Waterfront, and the 
South Boston Complex that includes the Boston World Trade Center”). 

See Continental Petition at 4; see also AWG’s website, http://www.awgwifi.corn (last 

8 
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302, and 303(c) - (f) demonstrate Congress’ express intent to provide the Commission with such 

exclusive jurisdiction. First and foremost, section 302(a)( 1) of the Act grants the Commission 

the authority to “make reasonable regulations . . . governing the interference potential of devices 

which in their operation are capable of emitting radio frequency energy by radiation. conduction, 

or other means in sufficient degree to cause harmful interference to radio 

Section 301 of the Act holds that “[ilt is the purpose of this chapter, among other things, to 

maintain the control of the United States over all the channels of radio transrnis~ion.”~’ Indeed, 

as the Commission has made clear, viewed in concert, these sections of the Act 

“comprehensively regulate[] interference, [and therefore] Congress undoubtedly intended federal 

regulation to completely occupy that field to the exclusion of local and state governments.””/ 

Over time, the Commission as well as the courts have affirmed this holding.’3’ Massport, like 

virtually all U.S. airport owners, is a governmental agency.>’ Accordingly, the Commission’s 

See 47 U.S.C. 8 302(a)( 1). - 111 

See 47 U.S.C. 3 301. - I21 

131 - 

Nov. 4, 1985). As the Supreme Court has held, Congress’ preemption power reaches both state 
and local ordinances. See Wiscoiisirz Pub. Intervenor v. Mortier, 501 U.S. 597, 604-605 (1991). 

Memorandum Opinion and Declaratory Ruling, 960 Radio, ZK, FCC 85-578 ¶ 4 (rel. 

141 - 

Soutlzwesteriz Bell Wireless Irzc. v. Johizson County Bd. of County Coinnzsm., 199 F.3d 11 85, 
1190 (10th Cir. 1999). See also Fidelity Fed. Savings & Loan Ass’n. v. De la Cuesta, 458 U.S. 
141, 153 (1982) (holding that federal regulations have the same preemptive force as federal 
statutes). 

See e.g., Freemaiz v. Burlington Broadcasters h c . ,  204 F.3d 31 1, 320 (2nd Cir. 2000); 

It is longstanding precedent that airport authorities, which are creations of local or state 
legislatures, are to be treated as governmental entities. See, e.g., Capital Leasing of Ohio, Iizc. v. 
Columbus Mun. Airport Autli., 13 F. Supp. 2d 640, 643 (S.D. Ohio 1998) (An airport authority 
“is a governmental entity created . . . by the City of Columbus, pursuant to the laws of Ohio.”); 
Alarno Refit-A-Car, Iizc. v. Sarasota-Manatee Airport Auth.. 825 F.2d 367, 368 (1 lth Cir. 1987) 
(An airport agency that owns and operates an airport is “a local governmental agency created by 

- 151 
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radio frequency rules preempt all local or state government rules, restrictions, and ordinances 

regarding the transmission of radio frequencies, including rules established by airport authorities 

to control or restrict the operation of fixed wireless access points, such as Wi-Fi hotspots and 

other unlicensed wireless systems. 

The Commission’s plenary authority to promulgate regulations with respect to radio 

frequency emissions also encompasses the ability to resolve disputes related to the use of 

unlicensed wireless devices, including fixed wireless antennas, in multi-tenant environments 

(“MTEs”). Indeed, just over a year ago, the Commission reaffirmed that it has the exclusive 

authority to resolve “matters involving radio frequency interference when unlicensed devices are 

being used.”lb/ At the same time, the Commission also clarified that the OTARD rulesu/ apply 

to the “operation of unlicensed equipment, such as Wi-Fi access points” to the same extent as 

any other fixed wireless service.”/ Finally, the Commission made expressly clear that this 

authority extended to all “multi-tenant environments,” including airports.lg/ In multi-tenant 

environments, the Act thus vests in the Commission - and not Massport or any other state or 

the Florida legislature.”). As such, Massport’s restrictions regardng Continental’s installation 
and use of a fixed wireless antenna should be treated as acts of a local governmental entity. 

- 
Its Rules Governing Customer Antennas and Other Unlicensed Equipment,” Public Notice, 19 
FCC Rcd 11300, 11300 (2004) (“June 24th Public Notice”) (“[Wle reaffirm that, under the 
Communications Act, the FCC has exclusive authority to resolve matters involving radio 
frequency interference.. .when unlicensed devices are being used, regardless of venue.”) 
(emphasis added). 

16/ See “Commission Staff Clarifies FCC’s Role Regarding Radio Interference Matters and 

See 47 C.F.R. $9 1.4000(a) et seq. - 17/ 

- June 24th Public Notice at 11300. 

1 9/ - 
centers, airports, and colleges and universities.”) (emphasis added). 

Id. (“MT environments encompass venues such as hotels, conference and convention 



local governmental authority - the authority to resolve disputes concerning parties’ use of any 

type of wireless device or equipment that operates using the electromagnetic spectrum. 

In an effort to avoid the Commission’s clear authority, Massport contends that it is acting 

merely as a commercial landlord exercising its ownership rights. This argument is unavailing 

because the practical effect of Massport’s rules is to create an exclusive license for use of public 

airways that the Commission has expressly allocated for “unlicensed” use. As explained above, 

Congress has granted the Commission field preemption.”/ over the use and management of the 

electromagnetic spectrum. Pursuant to this grant of authority, the Commission specifically has 

designated certain spectrum bands (including the spectrum on which Wi-Fi and many other 

wireless technologies operate) for unlicensed operations, and - in lieu of granting licenses that 

permit the exclusive use of the spectrum by a single user - has enacted regulations to prevent or 

minimize radio frequency interference among all users and equipment operating on such 

spectrum.21’ The Act and those regulations clearly preempt any attempt by an airport authority 

(or other governmental entity other than the Commission) to enact rules or regulations, no matter 

how established, that prohibit certain users from operating on unlicensed frequencies and in 

“Field Preemption” arises when Congress has legislated comprehensively, thus - 20/ 

occupying an entire field of regulation, leaving no room for state or local governments to 
supplant Federal law, or when an act of Congress touches a field where federal interests are so 
dominant that the federal system is presumed to prohibit enforcement of state or local laws on 
the same topic. See e.g., Freemuiz, 204 F.3d at 320; Southwestem Bell Wireless OK., 199 F.3d at 
1190. 

211 - 

their unlicensed wireless networks must (1) meet certain technical standards, (2) accept whatever 
interference is received from other devices. and (3) correct whatever interference may be caused 
to other devices. See 47 C.F.R. $9 15.1 el seq.; see ulso Kenneth R. Carter et al, Uidiceizsed uizd 
Uizslzackled: A Joint OSP-OET White Paper oii Uizlicerzsed Devices and Their Regulatory Issues, 
Federal Communications Commission OSP Working Paper Series No. 39 (May 2003) at n.3. 

For example. among other requirements. the equipment used by ATA’s members to run 
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effect create an exclusive spectrum license.221 Simply put, no user - including airlines and 

airport authorities - has any right to exclusive use and control of unlicensed spectrum. 

IV. Massport’s and Other Airport Authorities’ Restrictions Violate the Commission’s 
OTARD Rules 

The Commission’s OTARD rules, which generally prohibit any non-FCC-imposed 

restrictions on the ability to receive or transmit fixed wireless communications signals, were 

adopted in furtherance of the Commission’s goal of enhancing competition and ensuring 

consumer choice among different telecommunications Without ambiguity, the 

OTARD rules (1) permit any entity that has exclusive use or control of the property in question 

to make use of fixed wireless services by erecting a fixed wireless antenna, and (2) expressly 

prohibit actions by landlords to impair the installation and use of such antennas.24/ Specifically, 

the rules provide that “[alny restriction, including . . . any . , . lease provision.. .or similar 

restriction, on property within the exclusive use or control of the antenna user where the user has 

a direct or indirect ownership or leasehold interest in the property that impairs the installation, 

maintenance, or use of . . . [a]n antenna that is . . . [ulsed . . . to receive or transmit fixed wireless 

signals other than via satellite, and . . . [tlhat is one meter or less in diameter or diagonal 

measurement . . . is prohibited to the extent it so  impair^[.]"^' 

221 - 

interference regulation,” which includes regulation of unlicensed wireless devices). 
See Freeman, 204 F.3d at 320 (concluding “federal law has preempted the field of RF 

231 - 
Competitive Networks in Local Telecommunications Markets, 115 FCC Rcd 22983,22986 %[ 3 
(2000) (“OTARD First Report and Order”). 

See First Report and Order and Further Notice of Proposed Rulemaking, Promotion of 

241 - See 47 C.F.R. 0 1.4000(a)(l). 

251 - 47 C.F.R. $0 1.4000(a)( l)(ii)(A), (B) (emphasis added). 
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In interpreting the OTARD rules, the Commission has made clear that they apply not 

only to tenants using an antenna to receive service for their own use, but also to those seeking to 

provide service to others for a fee.””l In addition, the Commission has emphasized that the rules 

protect the rights of tenants not only to receive wireless services, but to receive such services 

from tlze provider oftheir 

tenant’s physical possession of property subject to the OTARD protections may be set forth in 

the tenant’s lease, the Commission has specifically held that, even when a landlord or others 

retain the right to enter a tenant’s premises, where a tenant is the only party that has beneficial 

use of the space, the tenant has “exclusive use,” and thus, the OTARD protections apply.“81 And 

finally, the Commission has emphasized that any general restrictions on a tenant’s use of the 

property encompassed by the tenant’s lease (such as exclusive concession agreements) do not 

Moreover, it bears noting that. although the scope of a 

26/ - 

technologies where customer-end antennas also function to relay service to other customers.”) 
(citation omitted). 

See, e.g., June 24th Public Notice at 3 (the “protections apply to certain lunds of wireless 

271 - 

‘releconzmuriicatiorzs Act of 1996, Restrictions oiz Over-the-Air Reception Devices: Television 
Broadcast Service and Multichaizizel Multipoint Distribution Service, 13 FCC Rcd 18962, I[ 88 
(1998) (“Second 207 Order 011 Recoizsideration”) (concluding that a landlord may require its 
tenants to make use of a central antenna only to the extent the tenants have access to the 
“particular video programming service the viewer desires and could receive with an individual 
antenna (e.g., the viewer would be entitled to receive service from a specific DBS provider, not 
simply a DBS service selected by the association).”)(emphasis added). 

See, e.g., Order on Reconsideration, Itnplementation of Section 207 of the 

See Second Report and Order, Promotion c,f Competitive Networks in Local - 2h’  

Telecorriniurzicatiorzs Markets. 13 FCC Rcd 23874, 23897 I[ 43 (1998) (stating “[wlhere the 
viewer has exclusive use of the property 01- it is within the viewer’s leasehold, the community 
association or landlord is already excluded from the space and does not have the right to possess 
or use it.”) (emphasis added). 
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alter the fact that the property is within the tenant’s “exclusive use” for purposes of the 

protections provided by the OTARD rules.”’ 

The installation and use by Continental and other airlines of Wi-Fi and other fixed 

wircless antennas at Logan and other airports to serve their own business needs and the needs of 

their customers falls within the protections afforded by the Commission’s OTARD rules. In the 

case of Continental, the challenged Wi-Fi antenna was installed in Continental’s frequent flyer 

lounge at Logan Airport - a space that is located within Continental’s exclusive area of use or 

control under the May 5 ,  2003 Lease Agreement between Continental and Massport.’”/ 

Moreover, Continental uses this antenna to receive and transmit fixed wireless signals other than 

via a satellite, and the antenna is a “device less than 1 meter in size.”’/ Massport’s efforts to 

prohibit Continental from providing Wi-Fi service within its leasehold clearly “impairs” 

Continental’s use of  the fixed wireless antenna in the manner specifically prohibited under the 

rule.- 3 21 

The OTARD rules contain only very limited exceptions to the prohibition against 

landlord-imposed restrictions on tenants’ use of fixed wireless antennas. Those exceptions do 

not apply here. Under the rules, a landlord may restrict the installation and use of antennas to 

receive or transmit fixed wireless signais only where the restriction is “necessary to accomplish a 

291 - See, e.g., FCC Information Sheet - Over-The-Air Reception Devices Rule (July 2005), 
available at www.fcc.gov/mb/facts/otard.html (last visited Sept. 27, 2005) (“[Ilf the landlord or 
association rcgulates other uses of  the exclusive use area (e.g., banning grills on balconies), that 
does not ufiect the viewer’s rights under the [OTARD] rule.”) (emphasis added). 

”‘ 

__ 311 

- See Contincntal Petition at Exhibit B: see also. Continental Supplement ¶ 7. 

See Continental Supplement 4[ 3. 

See 47 C.F.R. 8 1.4000(a)(3)(i). - 3 21 
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clearly defined, legitimate safety objective that is either stated in the text, preamble, or legislative 

history of the restriction or described as applying to that restriction in a document that is readily 

available to antenna  user^[.]"^ In addition, any such restriction must be applied “in a non- 

discriminatory manner to other appurtenances, devices, or fixtures that are comparable in size 

and weight and pose a similar or greater safety risk as these antennas and to which [the 

challenged] regulation would normally apply,” and must be “no more burdensome to affected 

antenna users than is necessary to achieve” the corresponding public safety objectives.34/ 

Finally, the FCC has made clear that where a landlord’s asserted public safety rationale appears 

designed to accomplish anticompetitive purposes (which undoubtedly is the case here), it will 

weigh this factor heavily in considering whether the restriction at issue is 

In this instance, the OTARD rules clearly assign to Massport the burden of proof for 

sustaining its public safety contention. Although initially Massport did not assert any public 

safety rationale as a basis for prohibiting Continental’s provision of Wi-Fi services in its 

leasehold area,36/ Massport later alluded to certain general public safety reasons for doing so. 

Specifically, Massport suggested that the prohibition is necessary (1) because of an 

(unsubstantiated) “potential threat to public safety caused by Continental’s unauthorized and 

unlawful wireless communications,” and (2) because Continental’s Wi-Fi system “presents an 

- 33/ See id. 8 1.4000(b)(l). 

- 34/ See id. 0 1.4000(b)(3) 

351 - 
appears.. .that real estate developers add ‘safety boilerplate’ to restrictive covenants for 
anticompetitive reasons, the Commission will weight this factor heavily in determining whether 
the restriction is necessary, non-discriminatory, and no more burdensome than necessary to 
accomplish the objective.”) (footnote omitted). 

36/ 

See Second 207 Order on Reconsideration, 13 FCC Rcd 18962,19006 ¶ l o  (“[Ilf it 

- See Continental Petition at Exhibit A. 
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unacceptable potential risk” to wireless systems operating in areas adjacent to Continental’s 

customer lounge.=’ At no time, however, has Massport provided any concrete basis for these 

general assertions. 

ATA further believes that it is highly unlikely that Massport could ever establish a 

compelling public safety rationale to justify the outright ban on Continental and other airlines’ 

use of Wi-Fi systems at Logan Airport. As an initial matter, the unlicensed spectrum used to 

support Continental’s and other airlines’ Wi-Fi and other unlicensed wireless systems is not the 

same or even adjacent to the public safety frequencies that the FCC has allocated specifically for 

use by public safety licensees, including those serving Logan Airport. In addition, to the extent 

that any public safety entity at Logan Airport in fact is relying on unlicensed spectrum to support 

its operations, it is doing so with the advance knowledge that, under the FCC‘s Part 15 rules, its 

use of such spectrum is subject at all times to interference from all other Part 15 operations, as 

well as licensed radio stations, such as broadcast, amateur radio, land mobile, and US.  

Government radio stations.38/ Finally, to date there is no evidence that any public safety officials 

at Logan Airport have informed Continental of any interference to their wireless systems 

resulting from Continental’s Wi-Fi operations. And in any event, even if Massport could 

produce such evidence, as discussed above, it is not within Massport’s authority to regulate radio 

frequency interference, since such authority rests solely with the Commission.B’ As a result, 

Id. at Exhibit C. - 371 

38/ - See47 C.F.R. $ 3  15.5, 15.17(a). 

3’ 

Wireless, LLC for a Declaratory Ruling that Provisions of the Anne Arundel County Zoning 
Ordinance Are Preempted as Impermissible Regulation of Radio Frequency Interference 
Reserved Exclusively to the Federal Communications Commission, 18 FCC Rcd 13126 (WTB 
2003). 

See, e.g., 47 C.F.R. $ 15.1 et seq.; Memorandum Opinion and Order, Petition of Cingular 
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Massport clearly has not carried its burden of proving that its actions (1) are clearly defined or 

(2) serve legitimate safety goals as required under the OTARD rules. 

V. The Challenged Restrictions Run Counter to the Commission’s Rules and Policies 
Favoring Competition in the Market for Internet and Telecommunications Services 
and Create a Dangerous Precedent 

In addition to being clearly preempted by federal law and in violation of the 

Commission’s OTARD rules, the restrictions that Massport and other airport authorities are 

attempting to impose would - if allowed to continue - violate the Commission’s rules 

prohibiting anticompetitive behavior by landlords in multi-tenant environments and seriously 

undermine the Commission’s policy goals of facilitating the development and deployment of 

advanced wireless technologies for the benefit of all Americans. 

As discussed above, the Commission’s OTARD rules were enacted in order to enhance 

competition and promote consumer choice among telecommunications service providers. The 

Commission extended the OTARD rules to cover customer-end antennas used for transmitting or 

receiving fixed wireless signals in part because “state or local regulations that unreasonably 

restrict a customer’s ability to place antennas used for the transmission or reception of fixed 

wireless signals impede the full achievement of important federal objectives, including the 

promotion of telecommunications competition and customer choice and the ubiquitous 

deployment of advanced telecommunications capability.”40/ In pursuit of these objectives, the 

Commission expressly prohibited the use of exclusive contracts in commercial settings because 

they “pos[e] a risk of limiting choices of tenants in MTEs in purchasing telecommunications 

services, and of increasing the prices paid by tenants for telecommunications services.”“l 

- 40‘ OTARD First Report and Order at 22031-32 ¶ 107. 

Id. at 22996-97 ¶ 27. 



Massport’s and other airport authorities’ restrictions on airlines’ installation and use of fixed 

wireless antennas prevent airlines from choosing the fixed wireless carrier (or carriers) that best 

meet their internal business needs and the needs of their customers. In practice, these restrictions 

result in an exclusive contract between the airport authority and a single telecommunications 

provider that inures to the benefit of the airport and runs directly counter to the principles 

underlying the OTARD rules.4u 

For similar reasons, the types of restrictive lease provisions and rules that airport 

authorities increasingly are imposing regarding the ability of airlines to install and employ fixed 

wireless antennas in their airport lounges and other leasehold areas violate the Commission’s 

August 2005 Policy Statement, in which the Commission expressed its desire to ensure the open 

and interconnected nature of the public Internet.43/ The Policy Statement establishes the 

following basic principles to encourage broadband deployment and to ensure that the public 

Internet remains available to all Americans: (1) “consumers are entitled to access the lawful 

Internet content of their choice”; (2) “consumers are entitled to run applications and services of 

their choice, subject to the needs of law enforcement”; (3) “consumers are entitled to connect 

their choice of legal devices that do not harm the network”; and (4) “consumers are entitled to 

competition among network providers, application and service providers, and content 

421 - ATA also notes that to the extent Massport’s and other airport authorities’ actions restrict 
the ability of any telecommunications provider to provide service within the airport environment, 
they also violate sections 253 and 332 of the Act. See 47 U.S.C. $9 253(a) and 332@)(3). 

See “New Principles Preserve and Promote the Open and Interconnected Nature of Public 
Internet,” News Release, FCC 05-151 (rel. Bug. 5 ,  2005) (“Policy Statement”). Although the 
Policy Statement does not have the force of law, it nevertheless expresses “core beliefs that each 
member of this Commission holds regarding how broadband Internet access should function.” 
See Comments of Chairman Kevin J. Martin on Commission Policy Statement (rel. Aug. 5, 
2005). 
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providers.”44’ Massport’s and other airport authorities’ efforts to restrict the ability of airlines to 

install wireless devices and purchase Internet service from the service provider of their choice, 

for themselves and their customers, directly contravene these unambiguous goals, and therefore 

should be prohibited. 

At the same time, the restrictions that Massport and other airport authorities are 

attempting to impose on ATA’s members would undercut the Commission’s more general policy 

goals regarding the deployment of telecommunications capabilities to all Americans. As 

Congress has made clear and the Commission repeatedly has recognized, one of the 

Commission’s primary policy goals must be to “make available, so far as possible, to all people 

of the United States . . . a rapid, efficient, Nation-wide, and world-wide, wire and radio 

communications service with adequate facilities at reasonable  charge^."^' As detailed above, 

Massport’s and other airport authorities’ dealings with ATA’s members have been heavy-handed 

and contrary to the interests of airlines and their customers, particularly business travelers for 

whom ATA members’ Wi-Fi hotspots provide an innovative, efficient, and increasingly 

indispensable service. These efforts by airport authorities to increase their revenues by 

monopolizing the provision of Wi-Fi and other unlicensed wireless technologies at airports have 

denied countless businesses and consumers access to the sort of highly efficient, reasonably 

priced wireless communications services that the Commission is charged with facilitating. If 

allowed to continue, these restrictions would set a dangerous precedent of placing one group’s 

441 - Id. (emphasis added). 

- 

Telecommunications Markets, 19 FCC Rcd 5637, 5640 (2004) (quoting OTARD First Report and 
Order at 23029 ¶ 104). 

451 Order on Reconsideration, Promotion of Competitive Networks in Local 
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financial interests above the interests of all of the intended beneficiaries of the Commission’s 

mandate to encourage the deployment of advanced wireless services. 

Finally, Massport’s and other airport authorities’ restrictions on the ability of airlines to 

employ unlicensed wireless technologies to meet their own and their customers’ needs also 

threaten a second major policy of the Commission - namely, the goal of promoting “a pro- 

competitive, deregulatory national policy framework designed to accelerate rapid private sector 

deployment of advanced telecommunications and information technologies[ .I”@’ Based on this 

directive, since 1996 the Commission has promulgated myriad policies that promote competition 

and consumer choice among telecommunications providers. As is clear from Continental’s 

petition and ATA’s-members’ experiences, Massport and other airport authorities consciously 

have sought to eliminate competition for providing fixed wireless access in the Nation’s airports 

in order to increase their own revenues. Allowing Massport and other airport authorities to 

establish such unwarranted monopolies thus runs directly counter to Congressional intent and 

this Commission’s longstanding policies of ensuring competition among service providers for 

the benefit of consumers. Validating such anticompetitive efforts by failing to declare 

Massport’s actions unlawful would set a precedent having a potentially broader reach than just 

with respect to the nation’s airports. 

461 - S. Conf. Rep. No. 104-230, 104th Cong., 2d Sess. at 1 (1996). 
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CONCLUSION 

The Commission should grant Continental’s petition for a declaratory ruling and 

unequivocally declare that Massport’s and other airport authorities’ limitations on the ability of 

ATA’s member airlines to deploy unlicensed wireless networks for their own use and use by 

their customers clearly violate the Commission’s rules and thus are unlawful. 

Respectfully submitted, 
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APPENDIX A 

Partial List of U.S. Airports Where ATA’s Members Operate or 
Provide Wi-Fi Hotspots or Other Unlicensed Wireless Systems 

Albany International Airport 
Anchorage Intcrnational Airport 
Hartsfield-Jackson Atlanta International Airport 
Aus tin-Bergs trom In tern ational Airport 
Baltimore- Washington lnternational Airport 
Boise Municipal Airport 
Boston Logan International Airport 
Buffalo Niagara International Airport 
Chicago O’Hare International Airport 
Charlotte/Douglas Intei-national Airport 
Columbia SC Metropolitan Airport 
Denver lnternational Airport 
Dallas/Fort Worth International Airport 
Dctroit Metropolitan Airport 
Greenville Spartanburg International Airport 
Honolulu International Airport 
Cleveland Hopkins International Airport 
Houston Intercontinental Airport 
Jacksonville International Airport 
John F. Kennedy lnternational Airport 
Kansas City International Airport 
LaGuardia Airport 
Little Rock Regional Airport 
Long Beach Airport 
Los Angeles International Airport 
Memphis International Airport 
Miami International Airport 
Minneapolis-Saint Paul International Airport 
Newark Liberty International Aii-port 
Las VegasMcCarran International Airport 
Metropolitan Oakland lnternational Airport 
Orange County/John Wayne Airport 
Orlando lnternational Airport 
Palm Beach International Airport 
Greater Pittsburgh lnternational Airport 
Portland International Airport 
Providence/T.F. Green Airport 
Philadelphia International Airport 
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Raleigh-Durham International Airport 
Greater Rockford Airport 
Richmond International Airport 
St. PetersburgKlearwater International Airport 
San Diego International Airport 
San Antonio International Airport 
San Francisco International Airport 
Norman Y. Mineta San Jose International Airport 
San Juan/Luis Munoz Marin International Airport 
Seattle-Tacoma International Airport 
Phoenix/Sky Harbor International Airport 
Standiford Field/Louisville International Airport 
Lambert-St. Louis International Airport 
Tulsa International Airport 
Washington Dulles International Airport 
Ronald Reagan Washington National Airport 
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